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ABSTRACT

Today the internet is becoming a basic need in terms of communication, sharing information and transaction over long distances. One of the problems in the internet is malware. Malware is software that can damage or disrupt the computer operating systems. The spread of malware can be through email or any application that uses the internet media. Whenever the computer is connected to the internet, there is possibilities to be attacked by malware.

In order to avoid malware attacks, special knowledge is required about the type of malware and how the spread process occurs. This can be done by monitoring and checking data traffic on computer networks. The tool that can be used is packet sniffer. Packet sniffer is a tool that can collect packet data in the network for the monitor. Packet sniffer is useful for analyzing disturbances, what data is received and transmitted over the network and shows information about interacting computers. In this project, a packet sniffer program will be created. Packet data captured with this program, can be analyzed to determine the traffic data activity that is malware or not. With a known malware attack then the right action can be done immediately.

Packet sniffer program is created with python. For monitoring data which generated by a packet sniffer, web-based program will be created by using PHP programming language. This tool only helps in recording the data traffic in the local network to be analyzed. To get the activity pattern of malware, the results depends on the expertise of the users in analyzing the network.
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PREFACE

This project report have six chapter. The first chapter is an introduction to project that will be used. Chapter 1 contains background, scope, and objective. In this chapter it will be explained why this project is created, what is the objective, and how the output look like.

Chapter 2 contains literature that is used as a study in building this project. It is also explained in this chapter about the difference between the literature study and the project that will be made.

In Chapter 3, every step in creating this project will be discussed. While in Chapter 4, there are analysis and design that will be used to create this project. The analysis part discuss about problem that needed to be solved. The solution then explained in design part, which is also contain use case, flow chart, and DFD.

Chapter 5 discuss about implementation of this project, and then will be explained in testing. Chapter 6 contains conclusion of making this project. This chapter also contains suggestion that can be developed in further research.
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